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Secret and Silent Frequency Wars 
Right now there are ongoing very sophisticated Frequency Wars that you are not 
allowed to know about. 

By Preston James, Ph.D. 
October 8, 2018 

 

 

It all started with Nikola Tesla and his miraculous discoveries and inventions. We now 
have AC electrical current in our homes instead of the inefficient DC because of Tesla’s 
genius. 
 
When Tesla was murdered and his papers were seized by the FBI Tesla’s discoveries 
on the power of frequencies and zero point energy were quickly buried. Some of his 
most important discoveries regarding Zero Point energy (aka Cosmic electromagnetic 
wind) and scalar frequency weapons were seized and kept secret. 
 
Later on due to research on telegraph and radio as communication devices and the 
advent of World Wars 1 & 2, major discoveries on electromagnetic frequencies (EMF) 
emerged on several fronts. Thus there was the important development of radar during 
WW2. 
 

https://www.veteranstoday.com/author/jim/
https://twitter.com/intent/tweet?text=Secret+and+Silent+Frequency+Wars&url=https%3A%2F%2Fwww.veteranstoday.com%2F2018%2F10%2F08%2Fsecret-and-silent-frequency-wars%2F&via=veteranstoday
https://twitter.com/intent/tweet?text=Secret+and+Silent+Frequency+Wars&url=https%3A%2F%2Fwww.veteranstoday.com%2F2018%2F10%2F08%2Fsecret-and-silent-frequency-wars%2F&via=veteranstoday
https://api.whatsapp.com/send?text=Secret+and+Silent+Frequency+Wars%20%0A%0A%20https://www.veteranstoday.com/2018/10/08/secret-and-silent-frequency-wars/
https://api.whatsapp.com/send?text=Secret+and+Silent+Frequency+Wars%20%0A%0A%20https://www.veteranstoday.com/2018/10/08/secret-and-silent-frequency-wars/
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1. Japan deployed targeted EMF against U.S. Aircraft in World War 2: 
 
The Japanese developed the use of targeted EMF which was somewhat successfully 
deployed against several low flying American aircraft near the end of the war. This is the 
first known use of targeted EMF as a weapon of war that we know of. 
 
These Japanese technologies were quickly brought to American Defense Contractors 
by the Pentagon after Japan’s surrender. 
 
2. Nazi guided bombs in WW2: 
 
The Nazis initially had great success developing remotely guided bombs dropped on 
ships from their aircraft and these devices had TV cameras in their noses. 
 
The U.S. Navy developed electronic countermeasures to hijack the control systems of 
these guided bombs and were able to hack into their TV signals and watch their camera 
images that were transmitted. 
 
These German guided bombs were actually the technical precursors to the guided 
precision bombs (e.g. JDAMS) deployed by the U.S. Military in all their unconstitutional 
illegal Mideast wars for The City of London based Ruling Cabal and Israel (their main 
cutout and action agent used to protect Mideast oil interests). 
 
Some fairly sophisticated radio jammers and radar countermeasures were developed 
during WW2. This development has continued at an advanced pace ever since. 
 
3. EMF deployed against the U.S. Embassy in Moscow: 
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The second known deployment of EMF as a weapon of war occurred at the US 
Embassy in Moscow from the period 1953 to 1976. Numerous diplomats and their staffs 
developed blood dyscrasias and other symptoms, feeling quite ill and some developed 
serious and even later lethal cancers. 
 
When the CIA became aware of this, rather than taking measures to protect these 
diplomats and their staffs, they allowed the EMF abuse to continue in order to study the 
effects and called this Operation Pandora. 
 
Under Operation Pandora it was found was that the Soviets were transmitting high 
powered EMF through the embassy to power bugs built into the walls, and to 
experiment with remote inductive EMF mind-kontrol against U.S. diplomats and their 
staffs, in order to stress their mental and physical health while studying the effects. 
Rather than working to stop this when the CIA found out, they became an accomplice to 
these sinister and silent EMF crimes against American diplomats and their staffs in 
Moscow. It is suspected that various back-channels were used with The KGB to form 
some kind of working agreement to run this experiment and study the effects. The CIA 
agreed to avoid informing the Diplomat’s during the experiment and kept collecting 
health data. When so many became ill that the experiment could no longer be 
contained, the USG shut down the embassy and built another one, this one also bugged 
up with numerous more advanced but safer KGB bugs. 
 
4. The Soviet Woodpecker system: 
 
The next major deployment of powerful EMF as a multi-purpose military device occurred 
during the 1970’s in the Soviet Union. This was called the Duga Array (Woodpecker 
System) and included several functions such as over the horizon radar for sensing 
foreign attacks missile and aircraft attacks, and for experimentation with mind-control on 
the western masses. 
 
The Pentagon realized that the Soviets were the world leaders in the deployment of all 
phases of EMF as electronic warfare and Mind-control and decided to take drastic 
actions to curtail their deployment. 
 
According to some insider reports a sophisticated covert action was deployed against 
the Woodpecker. A well trained Mujahedeen group (seeking revenge for the Russian 
invasion of Afghanistan) was deployed to take out the cooling system of Chernobyl, thus 
depriving the Woodpecker array (located nearby) of its necessary power source. 
 
5. The Soviet LIDA Machine: 

https://www.ncbi.nlm.nih.gov/pmc/articles/PMC3509929/
https://www.ncbi.nlm.nih.gov/pmc/articles/PMC3509929/


4 
 

 
 
Ross Adey, MD, a renowned scientist and physician.   Dr. Adey voiced concerns in peer 
reviewed journals and in scientific circles over possible EMF benefits as well the 
dangers, but was largely ignored. 
 
At the end of the cold war, an American MD researcher, Ross Adey, MD acquired the 
Soviet developed Lida Machine, which was actually quite a sophisticated EMF mind-
control device. 
 
It is a known fact that sophisticated EMF mind-control weapons have been deployed by 
the CIA in the past as a part of the notorious, infamous Project 
Aquarius. Countermeasures were developed by another group called Committee of 
Twelve (Comm 12). Comm 12 is a long-term US Intel operation that has been known to 
be taking active measures against the Aquarius Group and has been reported by some 
to have worked hard to secretly elicit a powerful rearguard action in America to restore 
the US Constitution using the Alt Media. 
 
6. Voice of God deployed in the first Gulf War: 
 
It is well established fact that the Pentagon deployed the Voice of God (e.g. Voice to 
Skull technology), remote induction device in the first Gulf War against the Iraqi 
Republican guard. The voice of Allah was remotely entrained into their brains ordering 
them to throw down their arms and surrender. This technology was then put on the shelf 
to keep it from becoming commonly known. 
 
7. EMF “poppers” deployed in the second Gulf War: 
 

https://www.bibliotecapleyades.net/sociopolitica/esp_sociopol_mindcon30b.htm
https://www.bibliotecapleyades.net/sociopolitica/esp_sociopol_mindcon30b.htm
https://stopthecrime.net/COMM%2012%20BRIEFING001%20(1).pdf
https://stopthecrime.net/COMM%2012%20BRIEFING001%20(1).pdf
https://www.youtube.com/watch?v=_FJpMdIaeVA&feature=youtu.be


5 
 

Later on in the second Gulf War high powered EMF poppers (small globes, actually 
EMF transmitters) were deployed to tranquilize and pacify the masses, but these were 
not effective and merely gave the GI’s headaches and made them agitated. 
 
8. The recent EMF attack on US Diplomats in Cuba: 
 
Recently in late 2016 it has been reported that US Diplomats in Cuba and some of their 
staffs have suffered ear damage from being exposed to EMF weapons. These have 
been blamed on the Cuban Communist Party but a better bet would be a joint effort by 
the CIA and the Mossad to do so in order to keep the U.S. and Cuba from developing a 
more open arrangement and the restoration of trade and mutual travel. 
 
It is a known well-verified fact that numerous efforts by the Pentagon were made to 
counter the aggression and expansion of the Soviet Union under Stalin and after his 
death. The really sad thing is that the Pentagon never addressed the real enemy, the 
City of London (COL) Banksters and Wall Street Banksters that set up and financed 
both the Soviet Union in 1917 and Nazi Germany too. 
 
During the Vietnam War, the Pentagon developed and deployed some very 
sophisticated EMF based spying tools through the NSA. All of the CIA’s Air America 
opium shipments were easily tracked, specific locations of almost every single 
POW/MIA was able to be tracked. Almost every single radio emission became quite 
easily snatched from the airways. 
 
9. The HAARP array in Alaska: 
 

 
 

HAARP in Alaska 
 

https://www.nytimes.com/2018/09/01/science/sonic-attack-cuba-microwave.html
https://www.nytimes.com/2018/09/01/science/sonic-attack-cuba-microwave.html
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It is now well documented that the Pentagon constructed the HAARP array in Alaska as 
an experimental means to heat the ionosphere. Supposedly, HAARP is now obsolete 
and has been retired once the experimental data was obtained. Better results can be 
obtained through the use of orbitally transmitted Scalar (standing wave) and Inter-
dimensional wave devices (D-wave devices). 
 
At the same time HAARP was constructed 9 other similar arrays were constructed 
around the world. It is unknown for sure who ordered these or who actually controls 
them. I suspect that it is a some kind of Secret Space War coalition between various 
large governments of the world perhaps even including the USG, and the Russian 
Federation. Apparently large HAARP type visible arrays are obsolete and the same 
effects can be more effectively and efficiently obtained through ground based flat or 
orbital EMF systems featuring Scalar (standing waves) and inter-Dimensional Waves 
(D-waves). 
 
10. The USG’s secret Space Fence system of the electrified and ionized atmosphere: 
 

 
 

Chemtrail spraying by DOD contractor 
 
If insider reports are accurate and so far they are not fully corroborated, this system was 
the first phase of the major governments of the world to construct a space fence 
protective shield for Planet earth against any possible future invasion from Alien ET 
entities. 
 
There have been other insider reports from the past that President Ronald Reagan 
negotiated secret “Earth Defense” Agreements with the major powers to construct such 
means to protect Planet Earth from any future Alien ET invasion force. Reagan called 
this effort “Star Wars” and after he left office, these programs went completely black. 
 
Now if these rumors are true it means that most wars during modern times are all pre-
planned and negotiated in secret between various world leaders who have secret 
allegiances. Some researchers have suggested that these secret allegiances include a 
strong commitment to the City of London based “Moneychangers” or perhaps secret 
Masonic or occult organizations. 
 
11. Deployment of cell phone and Wi-Fi systems worldwide: 
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We now live in a situation where cell phone systems and Wi-Fi systems have been 
deployed worldwide. And in the U.S. and much of Canada a sophisticated Smart-Grid 
electrical supply system is now being set up that features Smart-Meters. Smart-Meters 
are believed by many to be dangerous. They are not UL approved, and are unlicensed 
EMF, unregulated powerful emitters of pulse beam microwave that can create insomnia 
and serious health effects. Some believe they are the weaponization of EMF and also 
can be used as spy devices as well as EMF based Mind-kontrol. These meters can 
easily be turned off along with the a whole section of the Grid and used to produce a 
fake, false-flag EMP when a highly visible powerful aerial detonation is deployed at a 
high altitude at the same time. 
 

 
 

Wi-Fi transmitter 
 
These consumer based Cell phone and Wi-Fi EMF systems are triple use: They provide 
for great consumer conveniences and instant communication almost anywhere; they 
provide Intel with instant spying; and they also provide Intel with the ability to deliver 
serious brain entrainment using EMF for mind-kontrol. Some have suggested that these 
devices have the capability to be used by Intel to make targeted individuals confused, 
anxious, insomniac, or chronically or terminally ill. 
 
Conclusion: 
 
In any event it appears that the new EMF technologies were first developed as weapons 
of war against foreign enemies and then were also deployed as a collective effort to 
protect Planet Earth. It also appears that these EMF “silent weapons”, have become far 
too tempting for existing governments for use as a sophisticated measure to control 
their own masses, and thus they are now doing so in secret. 
 
Much of this current deployment against We The People by the Secret Shadow 
Government has been rationalized by labeling these EMF weapon systems as “non 
lethal”. 
 
The bottom line is that apparently the USG (and perhaps many other major 
governments around the world, or a secret coalition of the largest ones together 
collectively) have now decided to turn these EMF weapons against their own people in 
order to control the subconscious mass mind through mass deployment of remote 
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EMF inductive entrainment of brain waves. It is now believed by some scientists that all 
the Chemtrails sprayed are part of a sophisticated “Space Fence” ionized radar system 
and also a state-of-the-art defensive system against ICBM, aircraft and UFOs as well as 
a means to deliver electronic mind-kontrol against the masses to entrain their brains 
and control them. 
 
According to Robert Duncan, Ph.D. who was a scientist working for the CIA at one time, 
the technology necessary to “hack the human brain” has already been developed and 
deployed and is being misused to torture millions. 
 
The USG has a long history of the deployment of secret EMF deployed as a mind-
control agent dating back to at least 1992. The Cell phone system was planned as a 
sophisticated mind-control weapon of war long before it was deployed all over the USA 
and the world. 
 
There are very good insider reports that many unfortunate EMF victims who are tortured 
by targeted EMF, some also gang-stalked and seriously harassed by the FBI too (just 
like the old Cointelpro days), and all this has been done to Whistle-blowers and 
dissidents and well as many innocent folks used as mere experimental controls. 
Obviously the deployment of these EMF weapons against such folks is evil beyond 
words and must be stopped. Before it can be stopped the public must become aware of 
the many dangers of misused EMF. 
 
More and more is now being published in the alternative media on this subject, and 
mainstream science is beginning to examine it honestly. In the past honest scientific 
studies that showed the dangers and misuses were buried and the major mass media 
would never carry them. 
 
The result of this decision to deploy EMF against We The People and the world as a 
secret weapon of war has been unknown to most and is actually now being understood 
for the first time to be harmful to one’s mental and physical health and mindset. 
 
The EMF deployment as a weapons of war against We The People now included cell 
phone systems, Wi-Fi, remote phones and also some deeply secret EMF means such 
as satellite based Scalar and D-wave quantum transmissions used for the mass control 
of beliefs, attitudes, and mindsets as well as the weather. 
 
It is now believed by some insiders that the purpose of this massive deployment of EMF 
weapons against the world’s masses is to shape and control their mass thinking (Mind-
control), to generate unending weather catastrophes, in order to generate massive 
social and economic chaos. The overall goal of the secret Cabal responsible apparently 
is to generate enough world chaos to destroy all the old social systems and nation 
states, so that the world can be massive depopulated. This will supposedly allow this 
Cabal to create their own Luciferian society as their long hoped for “Phoenix” from the 
ashes. 
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And now we have the 5G systems coming soon unless stopped by dramatic community 
actions to fight this. These 5G systems have remarkable capabilities to transmit large 
amounts of data very fast and other benefits highly desired by the consumer like most 
multi use EMF deployments. Because EMF based devices such as cell phones and Wi-
Fi offer so many consumer conveniences they were quickly accepted and used by the 
masses. 
 
5G can be easily adapted to be used to “see through walls into structures”, and 
weaponized to cause physical and mental disorders, even cancer and other lethal 
medical problems if those that will control it decide to use it that way against those 
identified as political or domestic enemies. 
  

PART 2 
 
Preston James has provided us with a comprehensive overview picture of EMF 
technology that originated with Nikola Tesla in the 1930s and 1940s.  The effects of Wi-
Fi and its deployment are yielding new information at sporadic rates and times.  
 

Evolution of a Weaponized Cell Tower 
Beamforming was used before Ericsson Corporation filed U.S. Patent 10,164,694.   The 
web site Targeted Justice is in a multi-billion dollar law suit against the U.S. 
Government for its use of beamforming technology to target individuals with Directed 
Energy Weapons. 
 
The U.S. Space Force was clearly using beamforming from antenna arrays, even before 
the Ericsson Corporation filed the U.S. Patent in 2016. From Schriever Base, the U.S. 
Space Force can communicate directly with any cell tower in the world - at the speed of 
light. The signals are relayed thru a series of satellites in geosynchronous orbit. See 
Diagram CT-1 & PA-1 below. 
 
Most of your microwave attacks come from weaponized cell towers. Look for the cell 
towers near you on:  www.antennasearch.com  Use this link to see how close cell 
towers and antennas are to your residence.  In most cases the search range will be 
within a ten mile radius.  In some searches it may be as close as a three mile radius.  
Not every cell tower is weaponized but that does not mean things will not change over 
time.  Access visibility becomes necessary to determine a cell tower’s level of 
weaponization.  
 
Since many cell towers are located on private property such as farms and rural 
locations it becomes important to get as close as possible to see antenna array 
configuration.  It is always prudent to ask permission to take a closer look where a tower 
is not visible from an nearby adjoining road.  The telecom tower operators pay a yearly 
lease on the tower locations that are always fenced in.   
 
I recently decided to keep my cell phone in a Faraday bag as a precaution at specific 
times of the day and week.  A Faraday bag is a device that blocks the transmission of 

http://www.antennasearch.com/
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electromagnetic signals. It is made of conductive materials, such as metal or a metal-
coated fabric, that act as a barrier to radio signals and other forms of electronic 
interference. A Faraday bag can protect electronics from being damaged by radio 
frequency interference (RFI) or from an electromagnetic pulse (EMP). It can also 
prevent hacking attempts and tampering with the data on seized devices.   
 
Any cell phone becomes a target bull’s eye for a Directed Energy Weapons attack.  It is 
always pinging for a connection to the nearest cell tower, even when not in use.  It’s like 
a transponder on an airplane in flight sending out its location to navigation radar 
stations.    
 

 
 
 
What this shows is that any targeted individual, in the U.S., or the world can be hit with 
a lethal Directed Energy Weapon in seconds.  The command to execute or terminate a 
targeted individual comes from Schriever AFB in Littleton, CO.  You could be sound 
asleep in bed and receive a beamforming lethal bullet of wireless energy that can give 
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you a heart attack from the phone under your pillow.  There would be no evidence of 
how or why it happened.  No “smoking” gun, no witnesses!   
 

 
 
Through beamforming a lethal “bullet” of wireless energy can be sent through the 
Ethernet (air) to the targeted individual via their cell phone MAC address.  What is a 
MAC address you are likely to ask? 
 
What Is a MAC Address? 
Multiple hardware and software elements work together every day to connect us to the 
internet and get data to our devices. Hardware devices like routers and cables transmit 
the data we need, while software like border gateway protocol (BGP) and internet 
protocol (IP) addresses direct those data packets to and from those devices. Without 
both working together, we couldn’t get online. 
 
One of those critical elements is the media access control (MAC) address. MAC 
addresses are associated with specific devices and assigned to them by the 
manufacturer. 
 
Other names used for MAC addresses include: 
 
Networking hardware address 
Burned-in address (BIA) 
Physical address 
Ethernet hardware address (EHA) 
Wi-Fi, Bluetooth, and Ethernet connections all use MAC addresses. 
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MAC addresses work with the card in your device that lets it connect wirelessly to the 
internet, called a Network Interface Controller (NIC). MAC addresses are used to 
identify which device is which on your local network so that data gets sent to your 
computer and not your roommate’s smartphone. 
 
MAC addresses are always a 12 digit hexadecimal number, with the numbers separated 
every two digits by a colon or hyphen. So a MAC address of 2c549188c9e3, for 
example, would be displayed 2C:54:91:88:C9:E3 or 2c-54-91-88-c9-e3. 
 
Large network adapter manufacturers like Dell and Cisco will often code their identifiers, 
called their Organizationally Unique Identifier (OUI), into the MAC addresses of devices 
they make. They’re always the first six digits. Dell’s, for example, is 00-14-22. 
 
How Does a MAC Address Work? 
When data packets from the internet hit your router, that router needs to be able to send 
them to the right device on its network. It does this using MAC addresses, assigning a 
private IP address to each network-connected device based on that device’s MAC 
address. This is different from the IP address your internet service provider (ISP) 
assigns you—that’s your public IP address. 
 
Your router tracks outbound data requests so that when the data comes back, it can 
attach the correct private IP to the data packets, then send them along to whichever 
device’s MAC address matches that private IP. 
 

Devices can have more than one MAC address because they get one for every place 
they can connect to the internet. If your laptop has an Ethernet port and Wi-Fi, for 
example, it would have different MAC addresses for the Wi-Fi connection and the 
Ethernet connection. Bluetooth also uses its own MAC address. 
 
How Do I Find My MAC Address? 
If you need to find the MAC address for your device, you can usually do it by going into 
the settings menu. You can follow our guide to finding the MAC addresses on your 
Windows device, whether by the Settings app or by the command prompt. 
 
It’s also easy to find the MAC address on a Mac computer. In System Preferences, click 
the Network icon, select the interface you want to use, and then click Advanced. You’ll 
see the MAC address listed under the Hardware tab. 
 
Many more devices, including smart TVs, game consoles, and smartphones have their 
own MAC addresses that you can find. 
 
If you want to, it’s also possible to change or “spoof” your MAC address.   
 
One of the strangest and most interesting aspects of the MAC address has been it is 
coming from the recently deceased in cemeteries.  Even After the Covid-19 VAXXinated 
have died they are still transmitting via their MAC Address via an implanted biosensor of 
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graphene oxide the cause of their death from the grave!   You can search for yourself – 
“Cemetery Filled With Bluetooth Signals as Dead Vaccinated Emit MAC Addresses 
From the Grave!”  
 
Are you not totally shocked and outraged that this is happening… this is also evidence 
that the ingredients in the vaxx, are not regular vaxx ingredients, and there’s something 
sinister and diabolical going on, that may have something to do with creating the new 
human species that is connected to the internet of THINGS. Are those bodies in the 
graves even HUMAN or were they converted into THINGS?  I don’t think many people 
know about this, it was Karen Kingston and Dr. Jane Ruby who reported that people 
were receiving Graphene Oxide in their so-called vaxxes.  Graphene Oxide acts or 
functions like a receiver/transmitter nanoparticle.   
   

 

 

U.S. Patent 10,164,694 filed on 2/16/2016. 

Ericsson Corporation files identical Patents in many countries on the same day. 
https://patents.google.com/patent/US10164694B2/en 
 

https://substackcdn.com/image/fetch/f_auto,q_auto:good,fl_progressive:steep/https%3A%2F%2Fsubstack-post-media.s3.amazonaws.com%2Fpublic%2Fimages%2Fe25326f7-470a-4f2f-80ed-faaa940d01ff_702x755.png
https://substackcdn.com/image/fetch/f_auto,q_auto:good,fl_progressive:steep/https%3A%2F%2Fsubstack-post-media.s3.amazonaws.com%2Fpublic%2Fimages%2Fe25326f7-470a-4f2f-80ed-faaa940d01ff_702x755.png
https://patents.google.com/patent/US10164694B2/en
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Many other corporations obtained a license to manufacture the Beamforming Integrated 
Circuit, which can be directly installed in cell towers: 
https://www.everythingrf.com/search/beamforming-ics 

 
Anyone can look at the history of their local cell towers. 4-in-a-row is the typical 
weaponized system. Go to the Street View using a specific address, then click on “See 
latest date.” If there is only 1 or 2 panels on a level - that is not weaponized yet. 
 
Look for 4-in-a-row. 
 

Beamforming using an antenna array patent information: 
Feb 16, 2016 - Telefonaktiebolaget LM Ericsson (publ) 
There is provided mechanisms for beamforming using an antenna array. A method is 
performed by a network node. The method comprises obtaining, from a wireless device, 
a precoding matrix indicator to be used for transmission to the wireless device. The 
method comprises selecting a codebook from a set of codebooks according to the 
received indicator, wherein the selected codebook defines the precoding matrix, and 
wherein the set of codebooks comprises codebooks defining variable beam widths and 
having same number of non-zero antenna weights for all beam widths. The method 
comprises precoding transmission of signals to the wireless device from the antenna 
array using the selected codebook. 
 
Latest Telefonaktiebolaget LM Ericsson (publ) Patents: 
METHODS, ACCESS NETWORK NODE AND TERMINAL DEVICE FOR RANDOM 
ACCESS PROCEDURE 
REALLOCATION OF PROCESSING LOAD BETWEEN BASEBAND UNITS 
EMISSION RESTRICTED TRANSMISSION OF REFERENCE SIGNALS 
METHODS AND SYSTEMS FOR REDUCING DATA SHARING OVERHEAD 
ORCHESTRATING EXECUTION OF A COMPLEX COMPUTATIONAL OPERATION 
Skip to: Description  ·  Claims  ·  References Cited  · Patent History  ·  Patent History 
Description 
 
TECHNICAL FIELD 
Embodiments presented herein relate to methods, a network node, a wireless device, 
computer programs, and a computer program product for beamforming using an 
antenna array. Embodiments presented herein further relate to methods, a network 
node, a wireless device, computer programs, and a computer program product for 
signaling a precoding matrix indicator of an antenna array. 
 
BACKGROUND 
In communications networks, there may be a challenge to obtain good performance and 
capacity for a given communications protocol, its parameters and the physical 
environment in which the communications network is deployed. 
 
For example, multi-antenna techniques can potentially increase the performance in 
terms of data rates and reliability of a wireless communications network. The 

https://www.everythingrf.com/search/beamforming-ics
https://substackcdn.com/image/fetch/f_auto,q_auto:good,fl_progressive:steep/https%3A%2F%2Fsubstack-post-media.s3.amazonaws.com%2Fpublic%2Fimages%2F0f4d8adc-7000-4c6a-8df5-8765954a26c4_771x724.png
https://substackcdn.com/image/fetch/f_auto,q_auto:good,fl_progressive:steep/https%3A%2F%2Fsubstack-post-media.s3.amazonaws.com%2Fpublic%2Fimages%2F0f4d8adc-7000-4c6a-8df5-8765954a26c4_771x724.png
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performance can, in particular, be improved if both the transmitting device and the 
receiving device are equipped with multiple antennas, which results in a multiple-input 
multiple-output (MIMO) communication channel. Such networks and/or related 
techniques are commonly referred to as MIMO. 
 
The typical person on the street using their cell phone for their contact with the world 
has no idea or realizes the potential harm that can be inflicted upon them should for 
some reason they become a targeted individual.  Former intelligence IT head at the 
NSA, William Binney and his wife both have been victims of DEW.  William "Bill" 
Edward Binney (born September 1943) is a former intelligence official with the United 
States National Security Agency (NSA) and whistleblower. He retired on October 31, 
2001, after more than 30 years with the agency. He was a critic of his former employers 
during the George W. Bush.  Dr. Katherine Horton a former particle physicist were both 
targeted individuals by the U.S. government. 
 
Blessings, 
 
 
Pastor Bob, EvanTeachr@aol.com 
www.pastorbobreid.com  
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